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Chapter 1: Compliance.ai Archer Integration
Overview

About Compliance.ai Integration

Compliance.ai enhanced regulatory content can be published to RSA Archer applications
using various Archer supported integration methods.

e Integration Methods:

o RSS feed (Archer RSS Data feed transporter): Users can leverage RSS
feeds available within Compliance.ai to publish regulatory changes from the
Compliance.ai platform into the RSA Archer Regulatory Intelligence Items
(RIT) application. Users can create specific alerts & notifications within
Compliance.ai for a more fine-tuned experience. This may be useful for users
who wish to create feeds for specific workflows. For example, a user can
create an alert that includes only Enforcement documents published by
specific agencies related to a certain topic, such as Securities. The
Compliance.ai Support page includes information on how to search and create
notifications & alerts: https://www.compliance.ai/product-guides-iframe

o  Web feed (Archer HTTP/Web Data feed transporter): Users can leverage
the Compliacne.ai Service Connector (CAI SC) infrastructure to create Archer
Web Data feeds in order to publish regulatory changes, obligations,
annotations and authoritative sources into Archer RII, Regulatory Intelligence
Review (RIR) and Authoritative Sources (AS) applications.

o Users can create specific alerts, notifications and workflows within
Compliance.ai. This method may be useful for users who wish to create
conditional content feeds based on specific workflows. For example, a user
can create an alert that includes only regulatory rules published by specific
agencies related to a certain topic, and then a workflow where they assess
relevance of such rules, and then publish only the relevant rules with the
extracted obligations to Archer. The Compliance.ai Support page includes
information on how to search and create notifications, alerts and workflows:
https://www.compliance.ai/product-guides-iframe

Key Features and Benefits

With the Compliance.ai / RSA Archer GRC Integration, users can process enhanced and
filtered content from the Compliance.ai platform that include regulatory content with rich
meta-data specific to the business and operational needs of financial services and insurance
compliance, risk, audit and counsel professionals. The integration allows users to:


https://www.compliance.ai/product-guides-iframe
https://www.compliance.ai/product-guides-iframe
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e Focus only on the most relevant regulatory changes by creating finely tuned alerts
that surface only specific content based on multiple key filters including, agency,
jurisdiction, topic, and document type.

e C(reate user and/or team-specific alerts and filters so that each user can focus on the
highest priority changes for their business, project, and job function.

e Receive content via RSS feed or via the Web feed method (using CAI SC) to meet the
integration preference of client IT professionals.

e Immediate, seamless integration available to current Compliance.ai / RSA Archer
GRC users from Compliance.ai into the RSA Archer platform.
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Requirements

Components Requirement

RSA Archer Solution Regulatory and Corporate Compliance
Policy Program Management
RSA Archer Use Case Corporate Obligations Management

RSA Archer Applications Regulatory Intelligence Items (Archer RIl)
Regulatory Intelligence Review (Archer RIR)
Authoritative Sources (Archer AS)

Uses Custom Application No

Requires On-Demand License No

Integration Diagram

COMPLIANCE.AI ‘ COMPLIANCE.AI

EXTERNAL BACK-END INTEGRATED
SOURCES )+ PLATFORM » REGULATORY ) INTEGRATION | > SOLUTIONS
INTELLIGENCE METHODS
Industries Collect Transform Distill
Meta Data Compliance.ai
Financial Services Crawl Parse a Modern RCM
Banks Subscribe Normalize
Insurance Aggregate Clean Expert in Key Document
the Loop Attributes 3rd Party GRC/
Jurisdictions Classify IRM Platforms
Rate o
Local Rank Obllgalflon
Country/Federal Personalize Extractions Service 3rd Party DMS
International Connector
Custom
Document Types Applications

Topic Specific Models & Algorithms
Rules

Proposed Rules
Enforcement

Actions Machine Learning

Whitepapers
Bulletins

Industry News
Notices

Bills

Public Comments
State Code
Federal Code
100+ more

Workflow Task
Delegation

Reporting
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Compliance.ai <--> Archer Integration Options Overview

Step 2: Service Connector periodically
fetches the matching content as
referenced in workflow tasks

Service Compliance.ai

Connector Regulatory
Content

Compliance.ai
User Workflow
and Filters
Option 2

Option 1

Step 1: Users setup Alerts
— Workflows (one-time) SFTP, WebDav, S3, CAI RSS Service
Azure Blob
Iy 1

Step 3.b: Archer Data Feed:

Step 4.a: Archer Data Feed: oo
e Periodically looks for new content

* Periodically looks for new content
® Regulatory Intelligence Items
Archer Applications # Regulatory Intelligence Review
e Regulatory Intelligence Items e Authoritative Sources

e Requlatory Intelligence Review
e Authoritative Sources

Archer Applications:
o Regulatory Intelligence Items

Archer

#, COMPLIANCE.AI

Integration Method Comparison

Service Connector

Document Attributes Configurable

Multiple Instances w/ Unique Configurations

Secured with TLS 1.2 & above

000

Data Format - JSON

Data Format - CSV

Data Format - XML

Publish content on set schedule

Customer pulls content o
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RSS Service Connector
Build regulatory content library
with hierarchical structure
Multiple endpoints for list of values like
Topics, Document Types, Agencies, etc
Utilize Workflow and Task Dependencies °
Publish Annotations & Obligations o
Time to Integrate Within hours 3-4 weeks
Subscription Required Team Edition Team Edition

OR Developer Platform
and API Edition

How to get started RSS Integration Guide Service Connector Guide

Supported outbound Transports/Protocols

Protocol Service Connector

SFTP

WebDAV over HTTPS

AWS S3 Bucket

RESTful API

Custom API

Regulatory changes are aggregated, parsed, classified, enhanced and tagged automatically by
the Compliance.ai platform. Relevant & filtered content is then published into various RSA
Archer GRC applications.

Additional Resources

The following additional resources are available for this application:
e Compliance.ai Pro/Team/Service Connector product site: https://pro.compliance.ai/
e Compliance.ai Developer site: https://www.compliance.ai/api/



https://pro.compliance.ai/
https://www.compliance.ai/api/
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Chapter 2: Configure the Compliance.ai - RSA
Archer Integration

This section provides instructions for configuring Compliance.ai with the RSA Archer
Platform. This document is not intended to suggest optimum installations or configurations.
It is assumed that the reader has both working knowledge of all products involved, and the
ability to perform the tasks outlined in this section. Administrators should have access to the
product documentation for all products in order to install the required components.

All Compliance.ai components must be installed and working prior to the integration.
Perform the necessary tests to confirm that this is true before proceeding.

Important: The integration described in this guide is being provided as a reference
implementation for evaluation and testing purposes. It may or may not meet the needs and
use cases for your organization. If additional customizations or enhancements are needed, it
is recommended that customers contact RSA Professional Services for assistance.

Configure Compliance.ai Filters and Alerts

Task 1: Setup filters and create alerts

1. Login to Compliance.ai Team/Service Connector with your Compliance.ai user
credentials.
2. Create your alert(s).
a. Using Default Filters automatically includes select Agencies, Jurisdictions,
News & Premium Content and Topics. Add criteria, e.g.: Text or Document
Type, to refine your search
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3= Filter 59 Search

Filter Enforcement Explorer Jurisdiction Analyzer
—
. Default Filters Clear All
L From: To: From: To:
P Date: Key Date:
( | | | | |
1 Agency x| CFTC x occ X | SEC X v Document Type X | Proposed Rule X | Rule X v
or
€ Jurisdiction X | USIL || X US-IN || x| US-A X v Regulation Select... -
or
1 News&Premium X | American Banker | | X | Law360:Banking |y Act Select... v
Content
¢ Topic x | BSA/AML X | Privacy X Business Select... v
1 Document Select... - Citation is:
Properties
) . Title is: |
t Textis: privacy ]
Label Select your organization's labels... v

Conven N Advanced SearCh “

b. Advanced Search — Builder: You can further refine your search by using
capabilities within the Advanced Search Builder to exclude documents with,
for example, specific text, document types, or topics as well as combine AND,
OR, and NOT within a single search. Access Advanced Search by selecting
the toggle next to the search bar.
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= Builder ’ Advanced ®
m or [CnoT + Add filter + Add filter group
|
m Or Onotr = + Add filter +Add filter group W
And n [CInot = + Add filter +Add filter group
= Jurisdiction 2 Equals - % lllinois (US-IL) | x Indiana (US-IN) X i
= Agency v Equals ™ x| CFTC || % [OCC|| % | SEC x> B
= Category v Equals v X Administrative Order x> B
= Published From ~ is v 04/20/2020 ]
= | Full Text R is not b Self-Regulatory Organization i

Bilderstriichre: Clear Builder Search
((Jurisdiction OR Agency) AND Category AND Published From AND Full Text)

c. Add an Alert: Turn on alerts to leverage your search and receive new
documents that meet the criteria within your platform.

Create an alert

Name: | Privacy Rules & Proposed Rules

You ean add this alert to workflows.
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Option 1: Publish to Archer RII Application using RSS

Task 1: Publish content into Archer RII using RSS Data feeds

3. Once you have established alerts, you can copy the alert RSS links, to your GRC,
IRM or content management platform. You can then review documents that meet
your alert criteria in near real time in either platform. Steps to retrieve the RSS link
you’d like to feed into RSA Archer:

a. To create a feed based on any of the Customer Alert filters:
1. Go to Notifications from the left-hand menu
it.  Click the vertical “more options” ellipsis icon for your established
alert
iii.  Click “View RSS Link”

RSS

https://rss.compliance.ai?
rss_token=eyJ0eXAi O JKV1QILChbGCiOiJIUZILNiJ9.ey) 1c2VyX2 [KIjoxNTAOLC JleHAIOJE2ZMTQx
o OTMUMTUYLJEZMi 19pZCIEMX0.Ztt

qu22A

alert_id=c2899b7¢-590b-4314-94b9-

14HpeT

%

4. TImport the provided DFXS file as a new Archer Data Feed item. They use your
preferred alert RSS link plus your BASE URL in the Archer configuration steps.
You can find more information on troubleshooting and configuring your RSS feed
here.

a. Please make sure that the data mapping has populated the fields on the RSA
application properly when the DFXS5 file is uploaded

b. Also, make sure the Data Request URL to the SFTP server is whitelisted
before running the new Archer Data Feed so the data feed can run properly

Option 2: Publish to Archer RII, RIR & AS applications using CAI SC

Task 1: Configure Compliance.ai Workflow for publishing into Archer
1. Login to Compliance.ai Team Edition with your Compliance.ai user credentials.


https://www.compliance.ai/api/docs/rss-integration-guide/
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2. Set up Workflow: Go to Compliance.ai’s Manage Workflow section
a. Select “Add a New Flow” and select the “start from scratch” option.
b. Name the Service Connector Workflow
c. Select the Alert you want to push future content in the “For” section.
d. Next, Select a past date you would like the Service Connector to start from.
(Note: You can only go far as 1 month back)

Tasks  Manage Teams  Manage Workflow ~ Manage Org  Reports

You are creating a new workflow.

Workflow Name: Cancel “
For: Associate To: Published Since: 08/14/2020
+Add a step + Obligation Review

In the example provided below, we will cover all the steps necessary for the following usage
scenarios:
e Publish regulatory content into Archer RII after assessment in Compliance.ai
e Publish obligations into Archer RIR after assessment in Compliance.ai
e Publish annotations into Archer RIR after assessment in Compliance.ai
e Publish resource content as authoritative sources into Archer AS after assessment in
Compliance.ai

3. Create the Assessment Steps: Select the “+Add a step” button.
a. Assess Document Applicability
1. Fill out for the Following Fields:
1. Title - i.e. Assess Document Applicability
2. Assign to whoever will be making the assessment
3. Turn on “Annotations” module
Select “Dropdown Field” and “Required?”
Name the “Dropdown label”
Select “Single select”
Add in the two dropdown options
. “Yes”
ii.  “No”

aoc oe


https://pro.compliance.ai/tasks?view=manageworkflow
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AR Assess Document Applicability Due by: nda'js Publication Date - ’—ﬁ i

Teams Assign to Notify:

Kayvan A. x| Kayvan 4.

Description:

Annotations .

Dropdown field Date field Text field Attachments

Required?
Doc Applicable?

@ Single select ) Multi select

Dropdown options

No ®0
Yes ®0

Task dependencies

b. Assess Obligations/Annotations
1. Fill out for the Following Fields:
1. Title - i.e. Assess Obligations/Annotations
2. Assign to whoever will be making the assessment
3. Turn on “Annotations” module
Select “Dropdown Field” and “Required?”
Name the “Dropdown label”
Select “Single select”
Add in the two dropdown options
1. “Yes”
i.  “Not Relevant”
4. Turn on “Task Dependencies” module
a. Select “Relevant” and “All” in order to assess
obligations and annotations on only documents that
were previously marked relevant

e o oe
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IR  Assess Obligations/Annotations Due by: u days Publication Date - B W
Teams Assign to: Natify:
Kayvan A x| Kayvan A

Description:

annotations ()

Dropdown field Date field Text field Attachments

Required? Required?

Applicable?
@ Singleselect (O Multi select

Dropdown options

Yes @06

Not Relevant e

Task dependencies ()

Make thistask | relevant it | all of the following match:

Assess Document Applicability=  ismarkedas Yes - o)

4. Create the Service Connector Annotations Steps: Select the “+Add a step” button and
Fill out for the Following Fields:
a. Publish content to Archer RII or AS if they are assessed as Relevant
1. Title - i.e. Publish content to RSA  SFTP_CSV_DOC
1. You must use one of the following values in the tile name for
this step:
a. For Regulatory Changes: ”__ SFTP_CSV_DOC__”
b. For Authoritative Sources: “__SFTP_CSV_RES__”
ii.  Auto assigned to: Select the Service Connector User Account, for
example support+abc-sc@compliance.ai.
iii.  Turn on “Task dependencies” module
1. Set the “If task” dropdown as the step previously created, in
this case “Assess Document Applicability”
2. Set the “marked as” dropdown as the dropdown option
previously created, in this case “Yes”

IR  Publish Document to RSA __SFTP_CSV_DOC__ Due by: u days Task Completion: Assess Document Applicability| rﬁ i

Teams Assign to: Notify:

‘ service connector-lmi@compliance.ai x| Kayvan A

Description:

Annatations

Task dependencies .

Make this task = relevant if | all of the following match:

Assess Document Applicability~  is markedas Yes - @


mailto:support+abc-sc@compliance.ai
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b. Publish Obligations after they are assessed as Relevant
1. Title - 1.e. Publish Obligations to RSA  SFTP_CSV_OBLR
1. You must include “__SFTP_CSV_OBLR__” in the task title
for this step
1.  Auto assigned to: Select the Service Connector User Account, for
example support+abe-sc@compliance.ai.
iii.  Turn on “Task dependencies” module
1. Set the “If task” dropdown as the steps previously created, in
this case “Assess Document Applicability” and “Assess
Obligations/Annotations”
2. Set the “marked as” dropdown as the dropdown option, in this
case “Yes” for both

IR N Publish Obligations to RSA __SFTP_CSV_OBLR__ Due by: n days Task Completion: Assess Obligations/Annotations Ii i

Teams Assign to: Notify:

service.connector-iml@compliance.ai X KayvanA,

Annotations

Task dependencies .

Make this task | relevant if  all of the following match:
Assess Document Applicability~  ismarkedas Yes - ®0O

Assess Obligations/Annotationsw  ismarkedas  Yes - @6

c. Publishing all Obligations to Archer RIR
1. Title - i.e. Publish Obligations to RSA  SFTP_ CSV_OBL
1. You must include “__SFTP_CSV_OBL__” in the task title for
this step
1.  Auto assigned to: Select the Service Connector User Account, for
example support+abe-sc@compliance.ai.
iii.  Turn on “Task dependencies” module
1. Set the “If task” dropdown as the steps previously created, in
this case “Assess Document Applicability” and “Assess
Obligations/Annotations”
2. Set the “marked as” dropdown as the dropdown option, in this
case “Yes” for both


mailto:support+abc-sc@compliance.ai
mailto:support+abc-sc@compliance.ai
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EE JLUEY  Publish Obligations to RSA __SFTP_CSV_OBL__ Due by: days Task Completion: Assess obligations/annotations| T‘ i

Teams Assign to Notify:

X | Mortgage service.connector-Im L@compliance.ai B

Description:

Annotations

Task dependencies .

Make thistask =~ relevant if  all of the following match:
Assess doc applicability™ ismarkedas Yes v ® 0O

Assess obligations/annotations~ is marked as  Yes A ® 0O

d. Publishing Annotations to RII after they are assessed as Relevant
1. Title - i.e. Publish Annotations to RSA  SFTP CSV_ANN
1. You must include “__SFTP_CSV_ANN__” in the task title for
this step
ii.  Auto assigned to: Select the Service Connector User Account, for
example support+abe-sc@compliance.ai.
iii.  Turn on “Task dependencies” module
1. Set the “If task” dropdown as the steps previously created, in
this case “Assess Document Applicability” and “Assess
Obligations/Annotations”
2. Set the “marked as” dropdown as the dropdown option, in this
case “Yes” for both

BRI  Publish Annotations to RSA __SFTP_CSV_ANN__ Due by: n days Task Completion: Assess Obligations/Annotationsjiill "l |

Teams Assign to: Notify:

service.connector-Iml@compliance.ai

Description:

Annotations

Task dependencies .

Make this task |~ relevant it all of the following match:
Assess Document Applicability= ismarkedas Yes - ®0e
Assess Obligations/Annotations  ismarkedas  Yes - ® e

5. Save the Workflow: Once completed, any new/changing regulatory changes and
authoritative sources that either a) matches the filtered criteria for the workflow or b)
are added to the workflow on an ad-hoc basis, and ¢) are assessed by users as relevant
will be published to RSA Archer. Additionally, any obligations/annotations made on
those regulatory changes that are assessed as relevant will also be published to
Archer.


mailto:support+abc-sc@compliance.ai
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Note: The cadence of content publishing into Archer is customizable and its
default is once every 24 hours.

In the example above, only regulatory content and annotations/obligations
assessed as relevant within Compliance.ai are published to Archer. Changes
and annotations/obligations can also be published without the need for

assessments by removing the “Assess” steps and the task dependencies from
“Publish” steps.

Task 2: Publish into Archer RII using Web Data feed

5. Import the provided DFXS files as new Archer Data Feeds item configured as Archer
Web based Data feeds (WebDav over HTTPS) as outlined in the Archer
configuration steps.

a.

b.

Please make sure that the data mapping has populated the fields on the RSA
application properly when the DFXS5 file is uploaded

Also, make sure the Data Request URL to the SFTP server is whitelisted
before running the new Archer Data Feed so the data feed can run properly

For any Compliance.ai setup issues, please contact support@compliance.ai



mailto:support@compliance.ai
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Configure RSA Archer

Task 1: Add Fields to the Archer RII, RIR and AS Application Layouts
1. Click the Wrench -> Application Builder -> Regulatory Intelligence Items -> Fields.

2. Add the following fields:

Field Name

CAIl Agency PDF URL

Feld Type

External Links

Usage

URL referencing the original source of content

CAl Agency Site

External Link

Agency web-site link from which document has been
retrieved

CAI Category Text Type of document being added, referencing:
https://www.compliance.ai/api/docs/document_type

CAl Comments Close On Date Comment Close date for regulatory content

CAIl Content Summary Text Summary of regulatory content (first x characters, x
configurable)

CAl Jurisdiction Text Applied to regulatory change, one of the following

values:
https://www.compliance.ai/api/docs/jurisdictions

CAl Regulatory Intelligence Review

Related Records

(Cross Reference)

See Step 3 below

CAI URL

Text (Calculated)

See Task 2 part 2.
Link to document within Compliance.ai application

3. For “CAI Regulatory Intelligence Review”, please configure the Options section as

provided below:



https://www.compliance.ai/api/docs/document_type/
https://www.compliance.ai/api/docs/jurisdictions/
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Manage Field: CAl Regulatory Intelligence Review

B

Zave Apgly Delele
General Options Help Text

¥ Display Control
Contral:

¥ Options
Required Field:

Auditing Information:
Search Results:
Search Default Field:
Enable Bulk Update:
Enable Bulk Create:
Enable Inline Edit
Enable Editable Grid Display:
Lookup:

Add New:

Calculated Field:
Validate Always:

Disable Remove:

Filters:

Sorting:

Display Farmat:

¥ Grid Digplay Properties

Access

(]

Grid This option displays a grid containing multiple fields of data from the referenced rec
Single Column This option displays the key of the referenced record in 3 single column format. Uss
configuration.

Requirz users to supply a value for this Sizld before saving the record.

Display auditing (last modification) data next to this Szld. Include user name, date and time of last edit.

Display this field in advanced search and search results.

Include this figld by defsult in search results displayed to users.

| Allow users 1o initiate bulk update from seanch results.
Allow users to initigte bulk create from search results.
| Allow this field to be editable in search results.

Allow users to edit display fiekds that have inline edit enabled.

Allow usars to select existing records from the related application through a Lookup control.

Allow users to 3dd records in the referenced application from view mode.

Set the value of this field using a value caleulated from a formula

The fizld will be validated if at least one field changes, otherwise the fisld will only be validated i its value changes.
The remowve button will be disabled for records displayed in this figld.

Field To Evaluate Operator

. -
2- -

Advanced Operator Logic: Example {1 AND 2} OR 3

Field Order

1 [] |ascendin
) Ascendin

Column - Hierarchical Column Hierarchical displays the search results in a columnar layout whers

showing relationships.
Column - Flat Column Flat displays the search results in & simple columnar Eyout withou

ﬂ Determine which fizlds from the related application will display to users when they view this fizld. In =ddition, specify which fizld(s) will be used to sort the records that display w
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4. Navigate to the Wrench -> Application Builder -> Regulatory Intelligence Items -> Layout
tab. Drag the Newly created fields into the application layout.
5. Click Apply/Save.

Task 2: Update Archer RII fields

1. Go back to Wrench -> Application Builder -> Regulatory Intelligence Items -> Fields.
2. Select the "GUID" field and go to the “Options” section to make sure the “Key Field” is

selected:
Manage Field: GUID
A
Save Apply Delete Email

General Options Help Text Access

¥ Display Control
Control: (® Text Field
(O TextArea

Display single line text field.

Display multi-line text box capable of displaying rich text.

Owerland Park, K8

¥ Options

Required Field:
Auditing Information:
Search Results:
Search Default Field:
Enable Bulk Update:
Enable Inline Edit:

IIninue Field:

Calculated Field:
Advanced Field Display:
Validate Always:
Encrypt Field Data:

Encryption Status:

¥ Configuration

Maximum Characters:

Default Value:

Require users to supply a value for this field before saving the record.

Displ

uditing (last modification) data next to this field. Include user name, date and time of last edit.
Display this field in advanced search and search results
Include this field by default in search results displayed o users

w users to initiate bulk update from search results.

this Tield to be editable in search results

[1_Do not allow duplicate values to be submitted for this field.

[] Setthe value of this field using a value calculated from 2 formula,

D Display advanced formatting options, including descriptive text and display control formatting

D The field will be validated if at least one field changes, otherwise the field will only be validated if its value changes
Encrypt data at rest in this field

Stationary

[ |2 Input Mask: [Mone

‘ | Default Behavior: Remove the default text on mouse click

2. Update the "CAI URL" field to use following “Formula” and make sure that the Calculated Field is
selected:

""<a href="https://pro.compliance.ai/content? overlay=pdf-overlay&summary_page=summary&summary_id=" & [GUID]
& """ & " target="_blank' rel="noopener'" & "> " & [GUID|] & "'</a>"
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Manage Field: CAl URL

Save Apply Delste

General Options Help Text Access

Email

¥ Options

Required Field: Require users to supply a value for this field before saving the record.

Auditing Information: [] Display auditing (last modification) data next to this field. Include user name, date and time of last edit
Search Results: Display this field in advanced search and search results.

Search Default Field: [ Include this field by default in search results displayed to users.

Enable Bulk Update:

Allow users to initiate bulk update from search results.

Enable Inline Edit: Allow this field fo be ed

Unigue Field: Do not allow dupt values to be submitted for this field.

W ms Fintds ] Thic in tha "lenu™ finld far racarde in thic annlicotion Lhinadink thic finld tn allne: drll dosm inta fha cneacd
Advanced Field Display: [] Display advanced formatting options, including descriptive text and display control formatting.

Validate Always: [[] The field will be validated if at least one field changes, otherwise the field will only be validated if its value changes.
Encrypt Field Data: [] Encrypt data at rest in this field

Encryption Status: Stationary

¥ Calculation Properties

The Calculated Field option allows you to define a calculated formula that will dynamically compute a value for the field. When defining the calculation properties, you can choose to recalculate the field only when
n the 5y5ter_n_detemin;s that a recalculation is necessary or to recalculate the field every time a record is updated. You can also select how the system should handle errors and what information should be

Recalculation: (@ As Needed Allow the system to determine when this field needs to be recalculated (Recommended)

O Always Formulas are recalculated every time content is saved even though a field is not referenced in the formula. Formulas that contain NOW()
and TODAY({) functions, or user first name, last name, and middle name (Editor) parameters are recalculated regardless of content
change.

Error Handling: (® Display Error Display the term “Error” when an error occurs. Users with the appropriate access can click this term and be directed fo the Calculation
Error page.
() Use No Value Display no value when an error occurs
() Use Specific Value Display a specific value within the field

Task 3: Update Archer RII Form Layout

1. Navigate to the Wrench -> Application Builder -> Regulatory Intelligence Items ->
Layout
2. Update the layout to include the following Compliance.ai attributes.
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Manage A ion: R v i Iltems ==
&l B i =]
Save Appy Dele Enal
Genersl  Fiekds | Layout | NavigaionMenu  Workfow  Advanced Worifiow  Calculstions  Administration
Designer | Rules  Actions
) Add New Field »
[vanabi riies 2

Author House
Bill Legtype Abbreviation

Bill Session ID Tracking ID Source
cal FOF URL -
Agency GUID *3
Cal Agency Stz
CAl Catzgory .
CAl Comments Close On
CAl Jurisdiction Link
First Published CAlURL Crans
Last Updated Date Published Topics
Reguiaiory Contact
State
Reguiatory State 1D
State Abbreviation 8 Legistative i -
[A30 New Layout St S !
Prefile Date Date Bill Introduced
Session Nama | Bill Legtype
Sill Number Pusthor Party
Chapter Number | Auwthor Name
Current Disposition Location
Last Amend Date Placeholder
[ Supplemental Regulatory Information -
Ciation
Calendar Year Agency Name
Proposed Date Adopr=d Date
[=) Status Actions -
=] Private File Information -
Client Tags
Cii ]

=/ HEQUIBTOTY INTENIGENCE Keview =
=] CAl Regulatory Intelligence Review =
] Open Tasks/Activities -

Task 4: Configure Data feed for Archer RII Application

1. Click the Wrench -> Integration -> Data Feeds.
2. Import the ComplianceAl_Regulatory Intelligence Feed.dfx5 file provided in the
package from the Compliance.ai support team
a. Please make sure that the data mapping has populated the fields on the RSA
application properly when the DFXS5 file is uploaded
b. Also, make sure the Data Request URL to the SFTP server is whitelisted
before running the new Archer Data Feed so the data feed can run properly
On the Transport Tab, paste the BASE URL link in the URL space under the Transport
Configuration section and append
&configuration_id=1cd3dfe7-5e18-4da9-94df-ef445f74d65a

RS/ ARCHER SUITE hd Al @ A N @ swnv

A | Audit Management \ Issues Management |OperationllRiskManlgementV | Business Resiliency v \ Regulatory and Corporate Compl.. v | Third Party Management ~ | H B Reports

Administration Data Feed Manager: C i g y i Feed ==

&
& i
, pae

Genoral | Transport | Navigation  SouceDefniion  DalaMap  Schedue
v Transport

0 Select Ihe approach Ihe dala feed should use to access a

* Transport Method! RSS

¥ Transport Gonfiguration
Do URL o e 855 feed and sueciy how vou vant e dafa feed f reieys 199 suice Ifomalon
=

Reteval Count: 002 Retreval Units et

T Wome T Pavmors

v Proxy

User Name: Password

¥ Post-Processing - Local Copy

ﬂ ;!
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to the end of the URL.

The combined URL would look like this:
https://BASE_URL &configuration_id=Icd3dfe7-5e18-4da9-94df-ef445f74d65a

3.
4.
5.
On-demand.
6. Click Apply/Save.

Task 5: Configure Regulatory Intelligence Report

Load the source fields from the URL in the Source Definition Tab.
See Appendix B to confirm the configured fields in the Data Map Tab.
The Schedule Tab is pre-set to run periodically but selecting Start will run the feed

1. Create a Report that includes the following Compliance.ai columns

' Manage Columns

Find: | N

ame | ¥ l Q, Selected Columns

[ Author Party

[ il Legtype

[] Bill Legtype Abbreviation
] Bill Number

[] Bill session 1D

CAl Agency PDF URL

CAl Agency Site

CAl Category

CAl Comments Close On
CAl Jurisdiction

[ e Regulatory Intelligence Review
CAI URL

"1 calendar Year

D Chapter Mumber

—

Task 6: Update Archer RIR Fields

A Regulatory Intelligence ltems

Date Published
Tracking ID

CAIURL

Title

CAl Category
Source

Topics

CAl Agency PDF URL

CAl Agency Site

CAl Comments Close On

CAl Jurisdiction

™

Q0000000000

o

[ ok ][ cance |

1. Update the Regulatory Intelligence Review fields include the following Compliance.ai attributes:

Field Name

CAl Regulatory Intelligence Items

Feld Type

Related Records

(Cross Reference)

Usage

See Step 2 below

CAl Review ID

Text
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RSA ARCHER SUITE

Audit Management v Issues Management v jonal Risk Management v Business Resiliency v
Administration Manage Application: Regulatory Intelligence Review
} Access Control e
Save Apply Delete

b Advanced Workflow

b Appearance General Ids | Layout  Navigation Menu Workflow  Advanced Workflow  Calculations  Administration

~  Application Builder )

¥ Fields

Solutions
Applications
Questionnaires Name & Field Type Access
Sub-Forms Actual Remediation Plan Costs Numeric (Calculated) Public
Global Values Lists Analysis Text Public
Packages Analyst User/Groups List Public
Install Packages Automate Policy Change Recommendation Values List (Global) Public
Schedules CAI Regulatory Intelligence ltems Cross-Reference Public
View Application Builder Reports CAl Review ID Text Public

2. Configure the field “CAI Regulatory Intelligence Items” as follows:
Manage Field: CAl Regulatory Intelligence ltems
el B i
Save  Apply Delstz

General Options Help Text Access

w Display Confrol

Control: @ Grid This opticn displays a grid conaining multipls fields of data from the referance

7} Single Column This optien displays the key of the referenced record in  single column forma

¥ Options
Required Field: [] Reguire users to supply a value for this field before saving the record.
Auditing Information: | Display auditing (last modification) data next to this fizkd. Include user name, date and time of st edit.
Search Results: || Display this field in advanced search and search results.
Search Default Field: [ Include this fizkd by defsultin search results displayed to users.
Enable Bulk Update: [] Allow users to initiate bulk update from search rasukts.
Enable Bulk Create: || Allow users to initiate bulk create from sesrch results.
Enable Inline Edit |+ Allow this field to be editsbiz in search results.
Enable Editable Grid Display: [[] Allow users to edit display fiekds that have inline edit enabled.
Lookup: [#] Allow users to select existing records from the relsted application through a Lockup cantrol,
Add New: | ] Allow users to dd records in the referencad application fom view mode.
Calculated Field: Set t field using
Validate Always: [] The fild will be validated if at least one field changss. othenwise the fizld will only be validated if its value changes.
Disable Remaove: [] The remove button will be disabled for records displayed in this field.
Filters:
Field To Evaluate Operator
. ol
2 L -
Advanced Operator Logic: Example (1AND 2) OR 3
Sorting:
Field

1 Dste Published

2
Display Format: Column - Hierarchical Column Hierarchical displays the search resuls in a columnar lsyout 1
Column - Flat Column Flat dispiays the s=arch results in a simpie colmnar lsyout

w Grid Display Properties
0 Determine which fiekds from the related application will display to users when they view this field. In addition, specify which field(s) will be used to sort the records that display within this field.

Sorting:
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Task 7: Update Archer RIR Layout

Update the layout to include the following Compliance.ai attributes.

[=] Open Tasks/Activities

Manage Application: Regulatory Intelligence Review ES
=) =
Save Apply Delete Email
General Fields Layout Navigation Menu ‘Workflow Advanced Workflow Calculations Administration
Designer Rules Actions
1 Add New Field » = About -
[Available Fields ~] [ About |
| CAIReview ID |
| P Processed | General Information hd
| cs Processed | [ Tracking 1D ) [ Analyst J
First Published = —
‘ History Log | | Date Review Started ‘ ‘ Review Stalus ¥|
‘ Impacted Business Processes | | Dste Review Closad ‘ ‘ i |
‘ Impacted Business Units | | Review Description |
‘ Impacted Companies | ~
= ory Intelligence Items -
‘ Impacted Control Procedures |
‘ Impacted Control Standards |
‘ Impacted Divisions | [ T —
‘ Impacted Facilities |
Revi Foicy Ch Res] [
‘ Impacted Information Assets | r Sl lr ieyehanes = N pomse = l =
| Impacted Policies | [=] Business Impact ~
[ Impacied Policy/Conlent Typs | | impacted Business Entities | [ impacted & ]
‘ Impacted Products/Services | | Impacted Policy/Content ‘ ‘ Placeholder ‘
| Last Updated | = =
| Impacted Risks ‘ ‘ Impacted Business Assets ‘
‘ Policies Processed | | ‘
Analysis
‘ Processed Daie |
[2dd New Layout object v ] [ Type of Impact ‘
| Projected Impact Timeline ‘
| Financial Impact ‘
| Overall Impact ‘
| Response Plan Needed ‘
[=] Findings -
-
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Data Feed Manager: 2: Compliance.ai Relevant Obligation review =
d 8 i [
Sin Ay Come expon Eman

cours [N oo S Gty v
v Transport
Y

* Transport Method HITP Transporter ~

v Transport Configuration

(i ] s e source nformation fnecessary, specify heades parameters thatwil sscorpany your HTTP reguest

File Type: Single Data Fike ~ FleFiter

Action Type: oet B

¥ Logon Properties

Use Cradentials: Anonymous o e HTTF stz 3 nfomation.

o

® Spesific mation. Speclly which aulhcrced assout vl make the HITP request
Specity Credentals: ) Data Feed Service e request ta the HTTP ste.
® Other Select s cption 0 use  separase aaunt o make the request o the HTTP sta. Enter the redentials fr s accourt n the flcwing ekl
» Useriame complanceat archer *Fasswont r——
Do
¥ Data Request Properties 1 Aabew |
© e s s wy esr s
* Data Request UR: s licomplan o= N -
Hesdor Paramatre: oy Vs nctons
uthorieator i I ©
¥ Proxy
(i} - = prowy
Prory Option: NoProry | Name
Fort 2 Domin
UserHame: Password:
v Post-Processing - Local Copy
D octermine hom e st e s e e kot copy ofthe scure rormation when the tegrtion s compiete
on Sucouss: ® Wothing Remove e emporary soutcs e when th dota e completes sucoesstuly
O Rename Save s sour fle under e campet sy Eneri TP —— o ek
Data Feed Manager: Compliance.ai Obligation review =
H B ®
swe Apy o Spon Emal
Genersl | Tmnsport  Navigaon  SourceDsfidion  DamMap  Schedule
¥ Transport
o ‘Sedzct the approach the data feed should use to access and obtain the extemal source data.
# Transpert Method: [FTP Transporer -
¥ Transport Configuration
o Define the structure of the fileis) ratrieved by this dats feed and provide the URL detaiing where the located. Provide the credential 1o scoess the FTP site.
* 55L Cannection: ¥ UsessL
“File Type: Singie Data File ~|  FileFilter:
* Fully-qualified URL: fip:/lcompiianceai.fles.com
* User Name. [complianceai_archer | *Password: [anrnmnnranannen
¥ Proxy

o ‘Select whether the data feed must pass through a proxy to access the source information. If a proxy will be uliized, enter the credentials for acoessing the proxy.

Proxy Options: No Froxy v Mame:
Port: % Domain:
User Name: Password:

¥ Post Processing

o Daterming how the dats feed should handle the source information when the integration is complete.

On Success: (@ Wothing Ds not ahtes the source file when the data feed completes successhully.
() Rename Save the source file under  new name when the data feed complates successfully. Enter the kocation where the il should be saved and the new name for the fil in the following field
) Delete Delete the souroe file when the dats feed completes successfully

¥ Post-Processing - Local Copy
o Determine how the data feed should handle the local copy of the source information when the integration is complete.

On Success: (@ Nothing Remous the temparary source file when the dats feed compietes successhully.

() Rename Save the source file under a new name when the data feed completes sucoessfully. Enter the location where the file should be saved and the new name for the file in the following field

1. Load the source fields from the URL in the Source Definition Tab.

2. See Appendix B to confirm the configured fields in the Data Map Tab.

3. The Schedule Tab is pre-set to run periodically but selecting Start will run the feed
On-demand.

4. Click Apply/Save.

Task 8: Update Archer AS Layout
Update Archer AS layouts to include the following Compliance.ai attributes.
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Source Field (Compliance.ai) Add to Archer AS Layout
CAlI Name Source

CAlI Name Topic

CAlI Name Section

CAl Name Sub Section

CAl Source Links Source

CAl Source Links Topic

CAl Source Links Section

CAl Source Links Sub Section

Task 9: Configure the Data feed for Archer RIR, RII, and AS Applications

1. Click the Wrench -> Integration -> Data Feeds.

2. There are five different data feeds that can added for the Regulatory Intelligence Review
using HTTPS/FTPS by importing the associated file provided in the package from the
Comliance.ai support team:

a. Relevant Content
i.  Publishes content/documents that have been marked as relevant within the
Compliance.ai platform
ii.  Compliance.ai_Relevant_Content_review.dfx5 file
b. Relevant Obligations
i.  Publishes obligations that have been marked as relevant within the
Compliance.ai platform and then associate them to the Regulatory
Intelligence Items
ii. ~ Compliance.ai_Relevant Obligation_review.dfx5 file
c. All Annotations
i.  Publishes all annotations from the Compliance.ai platform and associate
them to the Regulatory Intelligence Items
ii.  Compliance.ai_Annotation_review.dfx5 file
d. All Obligations
i.  Publishes all obligations from the Compliance.ai platform and associate them
to the Regulatory Intelligence Items
ii.  Compliance.ai_Obligation_review.dfx5 file
e. Authoritative Sources
i.  Publishes matching authoritative sources from the Compliance.ai platform
and associate them to the Authoritative Source items: Source, Topic, Section
and Sub Section



Implementation Guide — Compliance.ai Service Connector— RSA Archer Integration 3.0

ii.  Import four Compliance.ai_Authoritative_Sources_* DFXS (uncompress
files) in sequential order to create 4 new data feeds for Archer Authoritative
Sources levels: Source > Topic > Section > Sub Section.

iii.  If you’ve changed your credentials to connect to Compliance.ai Service
Connector/RSS feeds, go to Archer Data Feed -> Transport Tab -> Update
the credentials for connecting to the HTTPS (Web) or FTP (Secure FTP)
server as provided by the Compliance.ai support team.

3. Please make sure that the data mapping has populated the fields on the RSA application
properly when the DFXS file is uploaded

4. Also, make sure the Data Request URL to the SFTP server is whitelisted before running the
new Archer Data Feed so the data feed can run properly
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Chapter 3: Using the Compliance.ai - RSA Archer
Integration

Once configured, regulatory changes that meet the criteria you’ve specified in Compliance.ai
will be published either as Archer RII or Archer AS items. From here, you can process the
incoming content in Archer as you see fit.

The screenshot below shows a sample set of Regulatory changes published into Archer RII.

The screenshots below shows a sample set of Regulatory sources published into Archer AS.

< C @ pro.compliance.ai/resources?citation_selected_id=5858385&summary._id=5858921&summary_page=summary QO

/. COMPLIANCE Basic @) (=)

= i s Obligations
Default Filter Resource Navigation  Jurisdiction Analyzer @  Expert Connection

us (-]

Federal State ‘Compare with any other document with this icon

PublicLaw  USCode CFR Code of Federal Regulations

12 CFR§ 1.1 Authority, purpose, scope, and reservation of autherity.
Title 12-Banks and Banking 1-COMPTROLLER OF THE CURRENCY, DEPARTMENT OF THE TREASURY > PART 1

Title 1-Genera s CHAPTER -COMPTROLLER OF THE... B PART 1-INVESTMENT SECURITIES B 12 CFRS 1.1 Authority, purpose, scope, and

Title 2-Grants and Agreements CHAPTER II-FEDE £V PART 2-SALES OF CREDIT

View PDF
6 1.2 Definitions.
Title 3-The President CHAPTER III-FEDERAL 12 CFRS 1.3 Limitations on dealing in, unde
Summary

Title 4-Accounts § 1.4 Calculation of limits.

§ 1.1 Authority, purpose, scope, and reservation of autherity. (3) Authority. This
§ 1.5 Safe and sound banking pract partisissued pursuant to 12U.5.C. 1 et seq,, 12 U.S.C. 24 (Seventh), and 12
U.5.C. 83a. () Purpose This part preseribes standards under which national
banks may..

Title 5-Administrative Personnel

¢ Title 6-Domestic Security C VI-FARM CREDIT ADMIN PART 6-PROMPT COI 12 CFRE 1.6 Convertible securities,
v

Title 8-Aliens ality CHAPTER VIII-FEDERAL FINANCING, PART & 12CFRS L. conforminginv
Citation 12CFR1.1

Title B CHAPTERIX L HOUSING FI. PART & 12 CFR§ 1.100 Indirect gene:

Title 10-Energ CHAPTER X-BUREAU OF CONSUME. PART 10-1 12 CFRS 1110 Taxing po Mocsnesc | (388028

Title 11-Federal Elections CHAPTER XI-FEDERAL FINA PART 11-SECURITIES 12 CFR§ 1120 Prerefunded Location

]
]
[}
]
]
Insights Title 7. CHAPTER VII-NATIONAL CR PART T-ACTIVITIE: A ] securities held in satisfaction See More
[}
]
]
]
]

Title 12-Banks and Banking CHAPTER XI-FEDERAL HOUSING F PART 12-RECO 12 CFR§ 1130 Type Il securities; guidelines Code of Federal Regulations >
Title 12-Banks and Banking >
CHAPTER |-COMPTROLLER OF THE CURRENCY,
DEPARTMENT OF THE TREASURY
> PART 1-INVESTMENT SECURITIES >
CHAPTERX SERVI 12 CFR§ 1.1 Authority, purpose, scope, and
reservation of authority.

CHAPTER XIII-FINANCIA PART 13-G:

CHAPTER XIV-F

16:-Commercial Practices CHAPTER XV PART 16-SECURITIES OFFERIN,

Title 17-commodity and Secur. CHAPTER XVII-OFFICE OF FEDERAL PART 19-RULES OF PRACTICE A. geiri=d eI D

ervation of Power CHAPTER XVIII-COMMUNITY DEVEL PART 21-MINIMUM SECURITY D Document  +AddDocument Label
Labels
s Duties PART 22-LOANS IN AREAS HAVI

es’ Benefits PART 23-LEASING Similar Documents (31362)
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RS/ ARCHER SUITE QA © AR @ ey

A | AuditManagement v | IssuesManagement v | Operational Risk Management | Business Resiliency v | Third Party Management v | Regulatory and Corporate Compl... v

Authoritative Sources (<]

B NEw Y MODIFY ki REPORTS 1 SAVE |4 4 0iwisoesy Bkl M REFRESH '+ IMPORT 3 EXPORT %% PRINT © SCHEDULES

Section Name

1.3 Limitations on dealing in. underwriting. and purchase

Sub Section Name -

As mentioned in Chapter 1, Compliance.ai supports content data alerts/feeds through custom
alert filters: There can be many user defined alerts per account. These alerts will filter content
based on the various criteria defined in Compliance.ai for the specific Alert.

These alerts can then be fed into Archer using any of the filter options available in
Compliance.ai for Agencies, Topics, Jurisdictions, etc. For example, there could be 2 content
feeds configured from Compliance.ai into Archer:
e Content Alert 1:
o Daily feed of Enforcement actions that led to actions above $100 in penalty
--> Archer Feed #1
e Content Alert 2:
o Weekly feed of Proposed rules published by the CFPB that reference a
specific citation --> Archer Feed #2
e Content Alert 3:
o Weekly feed of Regulatory Authoritative source content changes (Resources)
--> Archer Feed #3
Additionally, regulatory changes that have been reviewed and assessed as relevant through
the Compliace.ai Workflow can be published as Archer RIR items.

e Under the “Tasks” section, tasks will be generated based on the workflows created in
Task 1 of section “Configure Compliance.ai for RIR Application” of this integration
guide.

e Sclect a task and click “See Document” to open up the document and go to the
“Obligations” tab


https://pro.compliance.ai/tasks
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e To add an obligation, simply highlight text and select “Add Obligations.” Once you
have added obligations, you can navigate to a specific annotated fragment within a
document by clicking on the obligations in the right panel.

/. COMPLIANCE

Amnotations Obigations

W System-generated (Likely) W System-generated W User-generated

m
‘Add Obligation

der the Medical
of Health

2018 Wisconsin Act S6 requires the coverage
certain ices under the Medical Assist

Reevart? (D @

(6} shall comply withss.

o You can learn more about reviewing obligations in our Product Guide
e When you have added obligations on the document or determined it as “not relevant”,
go to the “Tasks” tab of the document and mark the task as “Yes” or “Not Relevant”
5. Once done, obligations processed on regulatory changes through tasks in
Compliance.ai will be published as Archer RIR records.
6. Run the created data feeds in Archer once:
Schedule -> Start Data Feed Now -> Start. Once completed,
a) Verify the data feed has successfully run (Run Details).
b) Verify the data fetched from Compliance.ai into Archer Applications


https://www.compliance.ai/product-guides-iframe#ObligationReview
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Mapping Compliance.ai Resource content to Archer AS
When publishing Compliance.ai resource type content (Authoritative sources) using CAI SC

to Archer AS, the CAI SC will automatically associated the Compliance.ai resource
information into Acher AS modules using the following mapping:

Top Level Navigation Source

Sub Navigation Level 1 Topic

Sub Navigation/leaf Level 2 Section
Sub-sub Navigation/leaf Level 3 Sub Section

Many of the Resource content (authoritative sources) available in Compliance.ai has been
broken down into more than 4 levels of sub-navigation (sometimes up to 8 levels of
depth/navigation).

By default content deeper than the 4th level of navigation will not be published into Archer,
as Archer out of the box provides 4 levels of navigation.

For example, the specific section below within the Compliance.ai resource content has 5
layers of navigation, and the top 4 levels are mapped in Archer.

+/, COMPLIANCE FE Filter

Resource Navigation  Jurisdiction Analyzer @  Expert Connection

us

Federal  State

PublicLaw ~ USCode CFR  Other

e 12-Banks and Bankin;

PART 271-RULES REGARDING AVAILABILITY OF
INFORMATION

12CFR8 271

Verified

Document
Labels.

Level 1 -> Archer Source

3 -> Archer Section

Level 4 -> Archer Sub Section

Users can create new sub-navigation modules in Archer AS (for example: “Sub section level
5”) , and then reconfigure the CAI SC to include additional/deeper layers of content
navigation into Archer AS. Please contact Compliance.ai Support team for more information.
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Appendix A: Certification Environment

Date Tested: May 1, 2020

Product Name Version Information Operating System
RSA Archer v6.7_P05.x64 Windows
Compliance.ai Team Edition / Service Connector Server: Saas,
Edition Client: IE 11, Edge, Chrome,

Firefox and Safari




Implementation Guide — Compliance.ai Service Connector— RSA Archer Integration 3.0

Appendix B: Mapping fields

The following fields should be mapped from the source feed to Archer RII:

Source Field (Compliance.ai) Target Fields (Archer) Field Type
summary_text Abstract Text
effective_on Adopted_Date Date

agency Agency_Name ValuesList

cfr Citation Text
comments_close_on CAI Comments Close On Date
description CAIl Content Summary Text

pubDate Date_Published Date

topic Document_Topic Text

category CAI Category Text

guid GUID Text
jurisdiction CAl Jurisdiction Text

link External_Links ExternalLinksUrl
pubDate Proposed_Date Date

Source Agency ValuesList
pdf_url CAl Agency PDF URL Text

title Title Text

topic Topics ValuesList

Link CAl Agency Site External Link
GUID CAIl Regulatory Intelligence Review Cross-reference
GUID CAI URL Text (Calculated field)
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***The GUID field is the Key Field Definition for this Data feed***
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The following fields should be mapped from the source feed to Archer RIR:

Source Field (Compliance.ai) Target Fields (Archer) Field Type
Date Review Started Date Review Started Date
Review Description Review Description Text
Review Status Review Status Text
Analysis Analysis Text
Policy Change Overview Policy Change Overview Text
Type of Impact Type of Impact Text

CAl Regulatory Intelligence Items (GUID)

CAl Regulatory Intelligence Items (GUID)

Cross Reference

CAl Review ID

CAl Review ID

Text

***The CAIl Review ID field is the Key Field Definition for this Data feed***

The following fields should be mapped from the source feed to Archer AS:

Source Field (Compliance.ai) Target Fields (Archer) Field Type
CAl Name Source Text

CAl Name Topic Text

CAl Name Section Text

CAl Name Sub Section Text

CAl Source Links Source External Links
CAl Source Links Topic External Links
CAl Source Links Section External Links

CAl Source Links

Sub Section

External Links




